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1.  LEARNING OBJECTIVES:  

 a.  TERMINAL LEARNING OBJECTIVE:  


      (1)  Given the requirement to establish/maintain an Internal Management Control Program and the references manage an internal management control program to ensure controls are in compliance per the references.  (3404-REA-1049)

        (2)  Given the requirement to conduct a financial assessment visit/inspection, inspection checklist, access to financial records, source documents, access to an automated system with applicable software, internet connectivity and the references conduct financial assessment visits/inspections to ensure compliance per the references. (3404-REA-1050)


      (3)  Given an analysis requirement, command financial records, access to an automated system and applicable software, internet connecitivity and the reference coordinate internal evaluation and analysis to respond to inquiries from a source per the references.  (3404-REA-1051)


   b.  ENABLING LEARNING OBJECTIVES: 

        (1) Without the aid of references and given written questions concerning the terms, concepts and principles relating to internal management control programs, and a list of responses, select the response that answers the quesiton in accordance with the references.  (3404-REA-1049a)

        (2) With the aid of references and given an Internal Management Control Program Policy complete a review of the program, accordance with the references.  (3404-REA-1049b)



    (3) Without the aid of references and given written questions concerning the terms, concepts and principles relating to financial assessment visits/inspections, and a list of responses, select the response that answers the question in accordance with the references. (3404-REA-1050a)

        (4) With the aid of references and a completed financial assessment visits/inspections report, develop an assessment of the unit based on the report, in accordance with the references.  (3404-REA-1050b)



    (5) Without the aid of references and given written questions concerning the terms, concepts and principles relating to internal evaluation and analysis, and a list of responses, select the response that answers the question, in accordance with the references.  (3404-REA-1051a)



    (6) Without the aid of references and given a requirement to coordinate an internal evaluation, list the steps for conducting an internal evaluation in accordance with the references (3404-REA-1051b) 



(7) Without the aid of references and given written questions concerning the terms, concepts and principles relating to external audits and a list of responses, select the response that answers the question, in accordance with the references.  

(3404-REA-1052a)




(8) Without the aid of references and given a requirement to coordinate an internal evaluation, list the steps for conducting an external audit in accordance with the references.  (3404-REA-1052b)

1.  INTERNAL MANAGEMENT CONTROL: 






    a.  Internal Management control is defined as the plan of organization and methods and procedures adopted by management to ensure that resource use is consistent with laws, regulations, and policies; that resources are safeguarded against waste, loss, and misuse; and that reliable data are obtained, maintained and fairly disclosed in reports.


  b.  The objective of Internal Management Control is to reduce "the potential for organizational waste, abuse, mismanagement, fraud, and unfavorable public opinion."  Internal controls are operational checks and balances that prevent loss due to fraud, waste, abuse, and mismanagement. Internal controls are not limited to the work setting. Our everyday life is surrounded with controls.  For example:



- Smoke Detectors



- Tamper-Resistant Pharmaceutical Packaging



- Seat Belts



- Screening Baby-sitters



- Competitive Estimates on House Repairs


  c.  Some examples of the control processes are:



     (1)  Policies include DOD Directives and Instruction, SECNAV Instructions and Marine Corps Orders.



     (2)  Procedures and devices include segregation of duties, locks on doors for security, software and hardware passwords, and “firewalls”.



     (3)  Methods include documentation, such as notes, memos, and copy of a signed Management Control Certification Statement.

2.
LEGAL AND REGUALTORY AUTHORITY:
Various statutes and regulations give federal agency heads 
 responsibility for establishing and maintaining adequate internal controls.


a.  Federal Managers' Financial Integrity Act of 1982 (31 U.S.C. 3512(b)).  FMFIA assigns management with the primary responsibility for review and improvement of management controls and provides detailed guidance for evaluating, improving, and reporting on internal controls.


b.  OMB Circular A-123 (1981, revised 1995). Prescribes policies and standards for evaluating, improving, and reporting on internal controls.  OMB Circular A-123 states all levels of management must establish controls which provide reasonable assurance that all functions, programs and resources are accounted for in an effective and efficient manner while minimizing exposure to fraud, waste, abuse, mismanagement, or unfavorable public opinion.


c.  MCO 5200.24.  Prescribes, policies, procedures, and reporting requirements for the Marine Corps Internal Management Control Program and streamline the program through paperwork reduction.  An effective Internal Control Program reduces the potential for fraud, waste, abuse, mismanagement, and unfavorable public opinion affecting the Marine Corps.  


d. CMC White Letter No. 03-96.  CMC reemphasizes the importance of maintaining adequate management controls and the legal requirement for participation.


e. Accounting and Auditing Act of 1950.  In 1950, the Accounting and Auditing Act was passed requiring, among other things, that agency heads establish and maintain effective systems of internal control.


f. SECNAVINST 5200.35.  Established the Department of the Navy (DON) program to develop, maintain, review and improve internal control systems, thereby implementing OMB Circular A-123, and the Acts as discussed above, to ensure DON resources are efficiently and effectively managed.

3.  DEFINITIONS:

a.  Assesable Unit.  Any organizational, functional, programmatic or other applicable subdivision capable of being evaluated by management control assessment procedures. An assessable unit should be a subdivision of an organization that ensures a reasonable span of management control to allow 

for adequate analysis. Assessable units usually have specific management controls that are applicable to their responsibilities.


b.  Control Objective.  A specific aim, goal, condition or level of control established by a commander/manager for an assessable unit that provides reasonable assurance that the resources allocated to that activity are safeguarded or protected adequately against waste, fraud or mismanagement, 

and that organizational, operational or administrative objectives are accomplished. Control objectives are not absolutes. Limiting factors such as budget constraints, statutory and regulatory restrictions, staff limitations and the cost-benefit of each control technique are to be considered in determining desired control objectives.


c.  Control Technique.  Any form of organizational procedure or document flow that is relied on to accomplish a control objective.


d.  Cost-Benefit.  The true net cost of correcting an identified weakness.  The cost-benefit represents the real (actual) monetary benefit derived from correcting the weakness, reduced by (less) the costs associated with implementing the correction. The concept of reasonable assurance recognizes 

that the costs of management control should not exceed the benefits to be derived, and that the benefits themselves consist of a reduced risk of failing to achieve stated objectives. This balancing of management control costs and benefits is addressed using estimates and management judgment.


e.  Documentation.  Documentation of management control activities is required to the extent needed by management to control its operations effectively and include products not specifically designed to meet the requirements of the Internal Management Control Program. Documentation for management control systems is mandated by reference (b), and encompasses the following two types of written materials:


     (1) Review Documentation. Shows the type and scope of the review, the responsible official, the pertinent dates and facts, the key findings and the recommended corrective actions. Documentation is adequate if the information is understandable to a reasonably knowledgeable reviewer. 


     (2) System Documentation. Includes policies and procedures 

organizational charts, manuals, flow charts and related written and graphic materials necessary to describe organizational structure, operating procedures and administrative practices, and to communicate responsibilities and authority for accomplishing programs and activities.


f.  General Control Enviroment.  The environment in which management operates, including management attitude; organizational structure; personnel competence; delegation of authority and responsibility; policies, procedures, budgeting and reporting practices; and organizational checks and balances.


g.  Management Control.  The organization, policies, and procedures used to reasonably ensure that programs achieve their intended results; resources are used consistent with the Marine Corps’ mission; programs and resources are protected from waste, fraud and mismanagement; laws and regulations are followed; and, reliable and timely information is obtained, maintained reported and used for decision making. 


h.  Management Control Evaluation.  A documented examination of an assessable unit to determine whether adequate control techniques exist and are achieving their intended objectives. Management control evaluations are of the following two types: 


     (1) Alternative Management Control Review. A process which determines that control techniques are operating properly, or a process developed for other organizational purposes which provides adequate information on the effectiveness of control techniques. 


     (2) Management Control Review. Detailed examination by the responsible commander/manager of the system of management controls in an assessable unit to determine the adequacy of controls, and to identify and correct deficiencies. 


i.  Management Control Plan.  A brief, written plan (updated annually) that indicates the number of scheduled and accomplished management control evaluations, the identity of assessable units, progress toward accomplishment of annual program requirements, the method of monitoring and evaluation and the date the evaluation was completed.


j.  Internal Management Control Program.  The full scope of management responsibilities as defined in this instruction. That responsibility includes the development of effective management controls, the evaluation and correction of deficiencies, the use of effective follow-up procedures, and the reporting requirements of this guidance.


k.  Management Control System.  The sum of the methods and measures used to achieve the management control objectives both the controls and the evaluations of those controls. It is not a separate system, but an integral part of the systems used to operate programs and functions.


l.  Material Weakness.  Specific instances of noncompliance with reference (a) of such importance so as to warrant reporting of the deficiency to the next higher level of command/management. Such weaknesses significantly impair or may impair the fulfillment of an activity’s mission or operational 

objectives; deprive the public of needed services; violate statutory or regulatory requirements; significantly weaken safeguards against fraud, waste or mismanagement of funds, property or other assets; or cause a conflict of interest. In effect, the weakness results from management controls that are 

not in place, not used or not adequate. Material weaknesses should be identified using one of 15 functional reporting categories. Open findings on management controls from any source, agreed to by management, are candidates for a material weakness at the applicable level, until all corrective actions are complete. Weaknesses considered significant on any of the following criteria warrant consideration for reporting as material weaknesses: 


     (1) Actual or potential loss of resources (e.g., property, 



       inventory, personnel, etc.) 


     (2) Sensitivity of the resources involved (e.g., drugs, 



       munitions, etc.) 


     (3) Magnitude of funds, property or other resources 


         involved. 


     (4) Frequency of actual or potential loss. 


     (5) Current or probable Congressional or media interest 


         (adverse publicity). 


     (6) Impaired fulfillment of mission or operations. 


     (7) Unreliable information causing unsound management 


         decisions. 


     (8) Violations of statutory or regulatory requirements.


     (9) Diminished credibility or reputation of management. 


     (10) Deprivation of needed Government services to the 


          public. 


     (11) Impact on information security.  


m.  Reasonable Assurance.  The judgment by a manager and Commanding Officer based upon all available information that the component systems of management controls are operating as intended.


n.  Risk.  The probable or potential adverse effects from inadequate management controls that may result in the loss of resources or cause an activity to fail to accomplish significant mission objectives through fraud, error or mismanagement.


o.  Risk Assesment.  A documented review by management of an 

assessable unit’s susceptibility to fraud, waste or mismanagement.  Management evaluates the general control environment, analyzes the inherent risks and arrives at a preliminary assessment of the safeguards for the assessable unit. 


p.  Testing.  Procedures to determine through observation, examination, verification, sampling or other procedures whether management control systems are working as intended.

4.
GENERAL ACCOUNTING OFFICE (GAO) INTERNAL CONTROL STANDARDS:

Congress tasks the GAO in the FMFIA to develop and publish Management Control Standards in the Federal Government.  These standards define the minimum level of quality acceptance for internal control systems in operation and constitute the criteria against which the systems are to be evaluated. These internal controls standards apply to all operations and administrative functions but are not intended to limit or interfere with duly granted authority related to development of legislation, rulemaking, or other discretionary policy making in an agency.


a.  GENERAL STANDARDS.  The five general standards developed by GAO to evaluate internal control systems as follows:



  (1)  GAO Standard one – CONTROL ENVIROMENT.  Control enviroment is the enviroment in which we work.  It’s the integrity and ethical values in the work place.  It’s the human capital policies and procedures.  It’s the work attitude presented by office management.



  This standard requires that managers establish and maintain a positive and supportive attitude towards management controls and have a conscientious enforcement for these controls.




  (2)  GAO Standard two – RISK ASSESSMENT.  Requires identifying, analyzing, and managing internal and external risk that may affect achievement of an organization’s mission/goals.  



  The purpose of risk assessments is for managers to determine the risk or vulnerability of their assessable unit (function being performed, data entered, performance) that exists both internal and external that would hinder that accomplishment.



  (3)  GAO Standard three – CONTROL ACTIVITIES.  Effective and efficient management control activities ensure management’s directives are carried out.  Control activities include segregation of duties, performance reviews, trained personnel, sign in/out logs, and passwords requirements.



  The control activities are those established policies, procedures, and mechanisms to enforce management directives and achieve organizational objectives.



  (4)  GAO Standard four – INFORMATION AND COMMUNICATION.  This standard is designed for information to be relevant, reliable, timely and flow to appropriate personnel.



  The purpose of this standard is to ensure internal and external information is relevant, reliable and timely.



  (5)  GAO Standard five – MONITORING.  In order to maintain current and effective controls and ensure that these controls are followed, they must be monitored.  Monitoring will assess the quality of performance over time and ensure all audit findings are properly resolved.



  Monitoring ensures the quality of performance over time of an organization at all levels, and that findings and recommendations of audits, IG inspections and other reviews and evaluations are promptly resolved. 

5.  REQUIREMENTS TO PLAN, EVALUATE, DOCUMENT, AND REPORT THE RESULTS OF IMCP:


a.  Agencies and Federal managers must take systematic and proactive measures to (i) develop and implement appropriate, cost effective management controls for results-oriented management; (ii) assess the adequacy of management controls in Federal programs and operations; (iii) identify needed improvements; (iv) take corresponding corrective action; and (v) report annually management controls.


The following are the requirements of the Management Control Program:



  (1)  Develop and implement a Management Control Program in the Area of Responsibilty (AOR).



  (2)  Segment the organization into meaningful assessable units.



  (3)  Maintain and update annually the AOR inventory of assessable units.



  (4)  Develop an annual evaluation plan to ensure the management controls over all the assessable units are evaluated.



  (5)  Evaluate the effectiveness of management controls as planned.



  (6)  Correct all identified management control weaknesses.



  (7)  Report Material Weaknesses and corrective actions in the annual Management Control Program Report.



  (8)  Certify effectiveness of Management Controls plan.



  (9)  Management Control performance be reflected in Performance Appraisals.



  (10) All parts of the process must be documented in writing.


  b.
 SPECIFIC STANDARDS.  A number of techniques are essential to providing the greatest assurance that the internal control objectives will be achieved.  These critical techniques are the specific standards discussed below.



    (1) Documentation.  Internal control systems and all transactions and other significant events are to be clearly documented, and the documentation shall be readily available for examination.  This standard requires written evidence of:



   -  An agency's internal control objectives and techniques and accountability systems.




-  All pertinent aspects of transactions and other significant events of an agency. 




-  The documentation must be available as well as easily accessible for examination.




Documentation of internal control systems should include identification of the cycles and related objectives and techniques, and should appear in management directives, administrative policy, and accounting manuals.  



    (2) Recording of transactions and events.  Transactions and other significant events shall be recorded promptly and classified properly.  Transactions must be promptly recorded if pertinent information is to maintain its relevance and value to management in controlling operations and making decisions.  This standard applies to:




-  The entire process or life cycle of a transaction or 




   event and includes the initiation and authorization.




-  All aspects of the transaction while in process.




-  Its final classification in summary records.



    (3) Execution of transactions.  Transactions and other significant events are to be authorized and executed only by persons action within the scope of authority.  This standard deals with management's decisions to exchange, transfer, use, or commit resources for specified purposes under specific conditions. It is the principal means of assuring that only valid transactions and other events are entered into.  Authorization should be clearly communicated to managers and employees and should include the specific conditions and terms under which authorizations are to be made.



    (4) Separation of duties.  Key duties and responsibilities in authorizing, processing, recording, and reviewing transactions should be separated among individuals.  To reduce the risk of error, waste, or wrongful acts or to reduce the risk of their going undetected, no one individual should control all key aspects of a transaction or event.  Rather, duties and responsibilities should be assigned systematically to a number of individuals to ensure that effective checks and balances exist.



    (5) Supervision.  Qualified and continuous supervision is to be provided to ensure that internal control objectives are achieved.  This standard requires supervisors to continuously review and approve the assigned work of their staff.  It also requires that they provide their staffs with the necessary guidance and training to help ensure that errors, waste, and wrongful acts are minimized and that specific management directives are achieved.  Assignment, review, and approval of a staff's work requires:




-  Clearly communication the duties, responsibilities, and accountabilities assigned each staff member.




-  Systematically reviewing each member's work to the extent necessary.




-  Approving work at critical points to ensure that work flows as intended.



    (6) Access to resources.  Access to resources and records is to be limited to authorized individuals, and accountability for the custody and use of resources is to be assigned and maintained.  Periodic comparison shall be made of the resources with the recorded accountability to determine whether the two agree.  The frequency of the comparison shall be a function of the vulnerability of the asset.  The basic concept behind restricting access to resources is to help reduce the risk to of unauthorized use of loss to the Government, and to help achieve the directives of management.  However, restricting access to resources depends upon the vulnerability of the resources and the perceived risk of loss, both of which should be periodically assessed.  For example, access to and accountability for highly vulnerable documents, such as check stocks, can be achieved by:




-  Keeping them locked in a safe.




-  Assigning or having each document assigned a sequential 




   number.




-  Assigning custodial accountability to responsible 




   individuals.

4.
ASSESSABLE UNITS: 






 



a.  The first question that usually arises is, “What is an assessable unit?”.  An assessable unit can be defined as an organizational, functional, programmatic or other applicable subdivision capable of being evaluated by management control assessment procedures.  An assessable unit should be a subdivision of an organization that ensures a reasonable span of management control to allow for adequate analysis.  Assessable units usually have specific controls that are applicable to their responsibilities.



b.  The purpose of the vulnerability assessment is to give managers an additional tool in evaluating the effectiveness of internal controls.  The results of a vulnerability assessment can help managers in their evaluation process and documenting an evaluation.  It provides managers with a method of prioritizing a review schedule and level of effect on each evaluation of internal controls.  It can be used as part of the documenting process required for Internal Control evaluations.


  c.
 Assessable units are the functions performed by the different activities at the command or headquarters staff agencies.  Managers, based on their knowledge of the functional area, can identify these assesable units.  A review of the organizational manual and mission statement can help in determining a list of assessable units.



d.  The following examples should demonstrate and give a more clear meaning of an assessable unit:




(1)  In the area of “Accounting Office” the following are samples of assessable units:




     - Disbursing Notification Records Unit




     - Material and Services Unit 




     - Interdepartmental Billing Unit




     - Computer Security




     - Civilian Payroll Unit




(2) In the area of “Personnel Office” the following are samples of assessable units:




     - Accounting for Leave




     - Unit Diary Entries




     - Allotments




     - ID Cards and Meal Cards




     - Variable Housing Allowance 




     - BAS and Comrats




     - Service Record Books




(3) In the area of “Enviromental Compliance” the following are samples of assessable units:




     - Hazardous waste disposal




     - Hazardous waste storage




     - Hazardous emissions




     - Hazardous waste clean up




     - Compliance with enviroment laws and regulation




(4) In the area of “Government Commercial Purchase Card” the following are samples of assessable units:




     - Current directives




     - Trained card users, Approving Officer




     - Payments




     - Purchase Documents




(5) In the area of “Travel” the following are samples of assessable units:




     - Local travel




     - TAD




     - Travel liquidation




     - Travel card (credit card)



   (6) In the area of “Supply” the following are samples of assessable units:




     - Procurement




     - Storage of supplies




     - Accountability of supplies




     - Replacement

5.  PERFORMING A VULNERABILITY ASSESSMENT:



a.  There are several ways to determine the risk to fraud, waste, abuse, mismanagement and inaccurate data associated with an assessable unit.  An assessable units propensity to risk can be classified as high (example: cash), medium (example: management control program), or low (example: administrative duties).



b.  The order of an evaluation should be based on the vulnerability rating.  Evaluations should be performed on the high risk areas, then medium risk, and finally low risk areas.



c.  There are steps in performing a vulnerability assessment.  They are:



    (1)  Organize the process.  The first step in performing a vulnerability assessment is to organize the VA process within the command and within organizational components which will perform the VA.



    (2)  Assign responsibilty.  Assign managers to be responsible for coordinating and performing the VA.



    (3)  Perform the vulnerability assessment.  The steps in performing the VA include:




      a.  Identification of assessable units.  The level at which vulnerability assessments should be performed must be determined.  Assessable units include specific programs, functions, and resources that need to be controlled within the command that are susceptible to fraud, waste, abuse, mismanagement and unfavorable public opinion.  For example:




   Program/function:
Maintenance, Repair and Overhaul




   Assessable unit:
Tank Maintenance Department




   Sub-function:

(1) Tool control

 





(2) Component repair







(3) Administration







(4) Material control







(5) Maintenance control




      b.  Performing vulnerability assessments.  Management can use the Vulnerability Assessment Worksheet and related guidance provided in the FMOC 0402 SH, or use an Alternative Vulnerability Assessment.





     (1)  The use of the Vulnerability Assessment Worksheet, FMOC 0402 SH, technique will generally result in a satisfactory overall vulnerability assessment rating.  The overall ratings can be subjectively increased or decreased based on management, judgement and experience, and/or the relative weight given to some rating factors.  When an overall assigend differs from the rating obtained using the abbreviated numerical rating values.  Appropriate comment should be made in block 22 of the form.




           (2)  The use of an Alternative Vulnerability Assessment includes management knowledge gained from daily operation of the assessable unit, information derived from audits, inspections, investigations, and other sources.




      c.  Documenting the Vulnerability Assessment.  





       (1)  Vulnerability assessments can be documented using either the Vulnerability Assessment Form Worksheet, or documentation of the Alternative Vulnerability Assessment used to assess the risk of the assessable unit.





       (2)  The level at which vulnerability assessment documentation will be retained within the command, and the type and nature of local (internal) reports to be determined when organizing the process.

6.
MANAGEMENT CONTROL EVALUATION: 




 


A Management Control Evaluation is a detailed examination of an assessable unit to determine if adequate controls exist and are implemented in a cost effective manner.  Internal control evaluations are of two general types:


  a.
 Management Control Review.  A comprehensive examination of all or part of an assessable unit by the responsible manager to determine the adequacy of controls and to identify and correct deficiencies/material weaknesses.  This type of review utilizes the methodology specified in the OMB guidelines for the Evaluation and Improvement of and Reporting on Internal Controls in the Federal Government.


  b.
 Alternative Management Control Review.  A process using the results of audits, computer security reviews, financial system reviews, inspections, investigations, TQL process action team results, or studies to determine the overall compliance with the GAO Internal Controls standards and to identify and correct weakness/deficiencies in the internal control system.  Testing and controls must be accomplished.

7.
BENEFITS: 






 


There are several benefits with the establishment of a good management control program.  They include:



a.  Controls act as your early warning system for problem areas before the auditor and inspectors identify them.



b.  Controls act as preventive measures by averting errors before they occur, such as accurate data entry vs. errorneous data entry.  Control procedures save time, in that time will not be spent in identifying and correcting output errors.  They also help in identifying errors for correction, and reduce the potential for an Antideficiency Act Violation.



c.  Controls ensure all assets are used effectively and efficiently within laws and regulations.



d.  Following a well-established set of controls provides a good feeling that work situations are under control.

8.  FINANCIAL ASSIST VISIT/INSPECTION


  a.  General overview of responsibilty.




 There are many resources used by the Marine Corps (e.g. money, material, and manpower). It is the responsibility of the staff officer that has cognizance over a given resource to perform reviews involving economy, efficiency, effective utilization or potential waste and abuse of that resource. Therefore, the main focus of the Resource Evaluation and Analysis function within the comptroller division is primarily on the fund administrators because they are responsible for spending the command's funds.


  b.  PURPOSE.  The purpose of evaluating subordinate Budget Execution Activities is twofold:


         a.  To ensure compliance with fiscal accounting procedures established for the administrative control of funds.


         b.  To assist in the education of fiscal personnel within each Budget Execution Activity.


  c.  STEP IN CONDUCTING AN EVALUATION.  There are 7 steps in conducting an evaluation of a Budget Execution Activity:


         (1)  Plan/schedule.   The development of a resource evaluation and analysis plan is essential to ensure effective use of RE&A personnel and to provide coverage of all Budget Execution Activities (BEA's) within the command.



       (2)  Pre-evaluation survey.  The pre-evaluation survey is necessary to form an opinion on how the unit is doing, identify any problem areas and determine how much time will be required to conduct the evaluation.



       (3)  The in-brief.  The in-brief is a very important part of the evaluation. It more or less sets the tone for the evaluation.



       (4)  The evaluation.  The evaluation checklist should be used as a guide for conduct of the evaluation. Its purpose is to ensure that all functional areas being evaluated are covered in detail.


  When reviewing records, it may or may not be feasible to review all records. The amount of records checked is at the discretion of the evaluator, however the evaluator should sample enough records to form a grade for that area.  Most commands will have an established rating system, based on the number of discrepancies or findings discovered for the account. 




a.  Discrepancies, are a minor error that can usually be corrected on the spot or with little training.  




b.  Findings, are a major error of some significance, possibly due to dereliction or fraud, waste, or mismanagement.  Usually requires the unit to halt operations in order to correct the problem.

    It may be either "satisfactory" or "unsatisfactory" or it could be more detailed such as outstanding, excellent, above average, below average and unsatisfactory. The latest trend in rating scales is "mission capable" or "non-mission capable".



       (5)  The outbrief.  Simply stated, the outbrief is that portion of the evaluation where the person who has cognizance over the account is briefed on the status of the account.



       (6)  Evaluation report.  A formal report on the results of the evaluation should be forwarded via the chain of command to the unit evaluated.  



       (7)  Follow-up review.  The resource evaluation and analysis function is responsible for performing follow-up reviews on all evaluations conducted. The purpose of the follow-up is to determine whether or not the recommendations provided have been implemented.
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